**AÇIKLIK LİSTESİ**

Aşağıdaki listede bazı örnek açıklıklar ve bu açıklıkları kullanabilecek tehditler verilmiştir.

| ***Açıklık*** | ***Açıklığı kullanabilecek tehdit*** |
| --- | --- |
| **Bilgi / dokümanlarla ilgili açıklıklar** | |
| Bilgiye erişim kontrolünün uygulanmaması | Hırsızlık, Yetkisiz erişim |
| Dokümanların güvensiz şekilde saklanması | Hırsızlık, Sabotaj |
| Dokümanların kontrolsüz çoğaltılması | Hırsızlık |
| Yedek alınmaması | Zararlı yazılımlar, yangın, bilgi varlığını kaybetme |
| Dokümanların usulsüz imhası | Hırsızlık, hassas bilginin açığa çıkması |
| Saklama ortamlarının doğru silinmemesi ve imha edilmemesi | Hassas bilginin ortaya çıkması, yetkisiz erişim |
| **Yazılımlarla ilgili açılıklar** | |
| Yazılım gereksinimlerinin yanlış veya eksik belirlenmesi | Yazılım hataları |
| Yazılımların yeterince test edilmemesi | Yazılım hataları, yetkisiz erişim, yazılımların yetkisiz kullanımı |
| Dokümantasyon eksikliği/yetersizliği | Kullanıcı hataları |
| Kullanıcı arayüzünün kullanışsız veya karmaşık olması | Kullanıcı hataları |
| Yama yönetimi eksikliği/yetersizliği | Yetkisiz erişim, hassas bilginin açığa çıkması |
| İzinsiz yazılım yüklenmesi ve kullanılması | Zararlı yazılımlar, yasal gereksinimlere uyumsuzluk |
| Erişim izinlerinin yanlış verilmesi | Yetkisiz erişim |
| Kimlik tanımlama ve doğrulama eksiklikleri, şifre yönetimi yetersizliği | Yetkisiz erişim, başkalarının kimliğine bürünme |
| Şifre veri tabanlarının korunmaması | Yetkisiz erişim, başkalarının kimliğine bürünme |
| Kayıt yönetimi eksikliği / yetersizliği | Yetkisiz erişim |
| **Donanımlarla ilgili açıklıklar** | |
| Periyodik yenilemenin yapılmaması | Saklama ortamlarının eskimesi, çağdışı kalması veya donanımların bozulması nedeniyle bilgiye erişimin durması |
| Periyodik bakım eksikliği | Donanım arızaları, tozlanma, nem vb. çevresel etkiler |
| Voltaj değişikliklerine, ısıya, neme, toza duyarlılık | Güç dalgalanmaları, erişim güçlükleri vs. |
| Değişim yönetimi eksikliği | Kullanıcı hataları |
| **Altyapı ve çevreyle ilgili açıklıklar** | |
| Binalara ve odalara girişlerde yetersiz denetim | Hırsızlık, kasten zarar verme |
| Eski güç kaynakları | Güç dalgalanmaları |
| Depreme dayanıksız yapılar | Deprem |
| Sel baskınına maruz kalabilecek bölgede konuşlanma | Sel |
| Herkesin erişebildiği kablosuz ağlar | Hassas bilginin açığa çıkması, yetkisiz erişim |
| Dış kaynak kullanımında işletilen prosedür ve yönetmeliklerin veya şartnamelerin eksikliği/yetersizliği | Yetkisiz erişim |
| Sistemde hassas nokta bulunması (“Single point of failure”) | İletişimin durması vb. |
| **Haberleşmeyle ilgili açıklıklar** | |
| Korunmayan haberleşme hatları | Haberleşmenin dinlenmesi |
| Hat üzerinden şifrelerin açık olarak iletilmesi | Yetkisiz erişim, başkalarının kimliğine bürünme |
| Hassas verinin açık olarak iletilmesi | Haberleşmenin dinlenmesi |
| Telefon hatlarıyla kurum ağına erişim | Yetkisiz erişim |
| Ağ yönetimi yetersizliği/eksikliği | Trafiğin aşırı yüklenmesi |
| Mesaj alma/gönderme kayıtlarının bulunmaması | İnkâr etme |
| **Personel ile ilgili açıklıklar** | |
| Personel yetersizliği | Kullanıcı hataları, işletim hataları |
| Eğitim ve bilinç eksikliği | Personel hataları |
| Bilgi güvenliği politikalarının eksikliği / yetersizliği | Yetkisiz erişim, hırsızlık, kasıtlı zarar verme |
| İnsani zayıflıklar | İş kazası, trafik kazası ve sağlık problemleri (Personel kaybı) |
| Maddi - manevi tatminsizlik | İşten ayrılma veya transfer (Personel kaybı) |
| İşe alımda yetersiz özgeçmiş incelemesi ve doğrulaması | Kasten zarar verme |
| Husumet | Kasten zarar verme |